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This paper analyzes the Cooperative Threat Reduction Act, introduced by Senators Sam Nunn and Richard Lugar in response to the fall of the Soviet Union and its stockpile of nuclear, chemical, and biological weapons.  It examines how the CTR has evolved from its birth in 1991 to its current existence in a world plagued by fear of terrorism.  This study analyzes both the accomplishments and failures of the CTR Program, while also assessing how it is being improved to ensure fewer failures and more rapid success in the coming years.  

Events leading to the need for the CTR


The former Soviet Union’s first successful testing of an atomic bomb took place in 1949, due to its development of a weapons program over the course of the Second World War.  This was the starting point of the Cold War--nearly fifty years of turmoil between the two leading superpowers of the world: the United States and the Soviet Union (Russia Profile 2000). Throughout the Cold War, the world came alarmingly close to a nuclear war on a number of occasions.  Many of these occasions were the result of missile warning system failures on both the Soviet and U.S. sides.  In just one eight month period from 1979 to 1980, the United States alone experienced five of these system failures (Kennedy 1998).  If officials had not recognized the system failures soon enough, the United States would have responded with a nuclear attack on the USSR, as part of their “mutually assured destruction” strategy developed by Secretary of Defense Robert McNamara and his colleagues earlier in the Cold War (Blight, McNamara 2002).



It is argued by many that the closest the world has ever come to nuclear war was during the Cuban Missile Crisis (Blight, McNamara 2002; An Overview of the Crisis 1997).  Because the United States had the capability of reaching the USSR with its long range ballistic missiles, the Soviet Union installed intermediate range ballistic missiles in Cuba. After thirteen days of intense debate on how to respond, President Kennedy negotiated a deal with Soviet leader Premier Khrushchev to end the crisis peacefully (An Overview of the Crisis 1997).  U.S. intelligence has since learned from cable-communication interceptions between Premier Khrushchev and Fidel Castro that had the United States attacked or invaded Cuba, as it nearly did, the USSR would have responded with an “all-out nuclear strike against the United States” (Blight, McNamara 2002).

The Soviet Union eroded in 1991, finally bringing an end to the cold war and leaving massive stockpiles of nuclear, biological, and chemical weapons.  The article “Russia Profile” gives good insight into what types of weapons the stockpiles were composed of.  The Soviet Union’s collection included the largest stockpile of chemical weapons in the world.  These chemical weapons included missiles, bombs, and artillery shells that held the following agents: nerve (soman, VX, Sarin), chocking (phosgene), blister (mustard, lewisite, mustard-lewisite mixture).  It was highly alarming, in itself, that left over stockpiles included VX agents, as it is the deadliest chemical on Earth.  Even worse is the probability that the Soviet Union had developed Novichok, a nerve agent capable of being 5-10 times more potent than even the VX agent.  Russia also had control of the stockpile of biological weapons, composed of agents capable of causing smallpox, plague, hemorrhagic fever, anthrax, tularemia, and glanders. This stockpile also included anti-livestock and anti-crop agents.  Such agents could disastrously hinder the ability to grow crops and raise livestock. In terms of nuclear weapons, the Russian Federations possessed anywhere from 35,000-45,000 weapons.  These weapons were housed in both short and long range missiles, a large number of which were capable of reaching the United States.  It has also been found that the Russian Federation inherited an abundant quantity of nuclear material, including between 106 and 156 metric tons of plutonium for military use.  It also possessed between 735 and 1,365 metric tons of highly enriched uranium weapons (Russia Profile 2000).


These stockpiles posed a threat to the United States in three respects: “1) substandard materials protection, control, and accounting measures for nuclear weapons and materials; 2) the possibility of smuggling nuclear weapons and/or components; and 3) potential transfer of actual weapons, components, and weapons-related knowledge” (U.S. Government Accountability Office 2005). 


Such a large stockpile of chemical, biological and nuclear weapons requires a complex and sophisticated security system to ensure weapons are properly handled. In 1992 and 1998 reports to Congress, Amy Woolf lays out the main concerns about weapons security in Russia. They are as follows: 1) Loss or theft of weapons, due to insufficient security, and 2) Problems with nuclear command and control center due to insufficient funds.  The most significant area of concern is the inadequate security of former Soviet Stockpiles of weapons.  Estimates suggest that Russia and surrounding areas have at least 12,000 nuclear non-strategic weapons in approximately 100 different storage facilities where they are being broken down and dismantled.  These facilities lacked even what the U.S. would consider minimal security measures at weapons facilities such as fences, alarms, monitors, and accounting systems.  According to Woolf in her reports to Congress, it was reported that nuclear warheads had been sold to Iran.  In 1997, other allegations arose.  These stated that out of 250 nuclear demolition munitions, Russia could not account for 100.  These reports cannot be verified due to Russia’s inadequate record keeping.  Not only does this pose a risk for the sale or theft of weapons, but it makes it almost impossible to know for sure whether or not it is even taking place (Woolf 2003).    

The second main concern discussed in Woolf’s reports to Congress is Russia’s nuclear command and control center, which should consist of sensors and satellite systems that monitor possible attacks; agents responsible for evaluating and authorizing nuclear responses to possible attacks; codes necessary to engage these weapons systems; and technology responsible for ensuring these systems are not engaged without the required authorization. Woolf discusses the problems with Russia’s nuclear command and control center as stemming from a lack of sufficient funding which has prevented them from being able to modernize or even properly maintain elements of its command and control center.  As a result it has proven to be ineffective on occasions.  For example, in 1998 Russia experienced failures in both its early warning satellites.  Without these, the nation was forced to rely on its even older and more unreliable satellites, along with radar technology from other nations like Latvia.  Although no major problems occurred as a result, the potential for trouble was still very real.  Even worse, later that year, Latvia shut down radar technology Russia had become reliant on.  The security risk this presents is in how Russian officials could respond to these unreliabilities.  In order to avoid a situation where flaws in its command and control center would hinder Russia from authorizing a nuclear response, officials may disseminate authorization codes.  This would skyrocket the likelihood of those codes getting into the wrong hands, resulting in an unauthorized or accidental attack utilizing nuclear weapons (Woolf 2003).

The Birth of CTR


Because of the existence of such an alarming amount of instability after the fall of the Soviet Union, Former Soviet leader Mikhail Gorbachev requested that the United States provide aid in reducing the former nation’s stockpile of weapons.  Former President George H.W. Bush agreed to the necessity.  As a result, Senators Sam Nunn (D) and Richard Lugar (R) implemented legislation through the Soviet Nuclear Threat Reduction Act of 1991. The two main objectives of this act included “A) to facilitate on a priority basis the transportation, storage, safeguarding, and destruction of nuclear and other weapons in the Soviet Union, its republics, and any successor states; and B) to assist in the prevention of weapons proliferation” (Nunn-Lugar 2005).  For fiscal year 2002, nearly 800 million dollars had been allocated for the act, through the Department of Defense. This included programs implemented to supplement the act, such as the Safe and Secure Dismantlement Talks.  In order to receive any of the available aid from the United States, recipient countries under these talks needed to meet certain criteria. Specifically, the recipient must be “making a substantial investment of its resources for dismantling or destroying such weapons; forgoing any use of fissionable and other components of destroyed nuclear weapons in new nuclear weapons; facilitating United States’ verification of weapons destruction carried out under section 212; complying with all relevant arms control agreements; and observing internationally recognized human rights, including the protection of minorities” (Nunn-Lugar 2005). 

Evolution into the CTR


The Soviet Nuclear Threat Reduction Act formally became the Cooperative Threat Reduction Act in October of 1993 and has developed in three stages.  In 1993, negotiations within the program infrastructure were held and the framework for the project was set up.  The following year, agreements were made involving how the program would be structured, managed, and strategized.  In 1996, completion goals were set up.  During this development, four main objectives were set forth: “1) dismantle FSU
 WMD
 and associated infrastructure; 2) consolidate and secure FSU WMD and related technology and materials; 3) increase transparency and encourage higher standards of conduct; and 4) support defense and military cooperation with the objective of preventing proliferation” (Nunn-Lugar 2005).

Programs under Objectives


The Strategic Offensive Arms Elimination Program was developed under objective one.  It is funded through the Department of Defense and aims at assisting Russia in destroying delivery systems for strategic weapons.  It works to prevent proliferation by providing Russia with incentives to reduce its nuclear capabilities.


The Biological Threat Reduction Prevention Program was created to help meet objective two.  It is funded through the Department of Defense and is aimed at ensuring biological pathogens remain securely and safely in the possession of former Soviet States, reducing the risk of their theft or accidental use.


The Biological Threat Reduction Prevention Program was implemented under objective three.  It is funded through the Department of Defense and has a goal of providing alternative peaceful research possibilities to former biological weapon scientists from all former Soviet States in order to dissuade those scientists from offering their expertise to failed states which could pose a serious security risk if to gain such knowledge. 

The Weapons of Mass Destruction Proliferation Prevention Initiative Program was created to address the needs of objective four.  It is funded through the Department of Defense and works with former Soviet States such as Ukraine, Kazakhstan, Uzbekistan, and Azerbaijan to address the potential problem of weapons proliferation and weapons technology and material being smuggled across their borders (Cooperative Threat Reduction 28). 

Allocation of Funding


The Cooperative Threat Reduction Act began as a much simpler program than what it has evolved into today.  It is primarily funded through the Department of Defense.  But because of the wide array of goals it sets out to accomplish, some programs are, instead, funded through the Department of Energy, the Department of State, and the Department of Commerce.  Since it was implemented, the CTR has generally received between $300 and $400 million from Congress to fund its programs and carry out its goals (Woolf 2007).   This has not always been the case.  It began in 1992 with only $12.9 million dollars to work with, leaped to $246.3 million in 1993, and leaped again to $592.7 million in 1994 before leveling out to a more consistent annual amount of $380 million in 1995 (Lugar 2008).
 
Evolution of CTR to address new threats


Senator Nunn clearly states the necessity that originally existed in implementing The Cooperative Threat Reduction Act in the following statement: “The former Soviet Union, still a nuclear superpower, is coming apart at the seams. The danger of proliferation of existing weapons and weapons materials is growing as both the Soviet economy and traditional Soviet control mechanisms lose effectiveness” (The United States Congress 2002). It began as a quick response to the deterioration of the USSR.  In years since, it has evolved to address shifting threats in the global arena such as terrorism.  One such example to illustrate this shift is the Cooperative Threat Reduction Expansion Act.  It was introduced by Senator Lugar in 2002 in response to the terrorist attacks of September 11, 2001.  Lugar wanted to prevent weapons of mass destruction, regardless of where they originate, from being acquired by terrorists.  Under the CTR Expansion Act, funding allocated for the Cooperative Threat Reduction Act may be transferred for use in states and regions other than successor states of the former Soviet Union.  The expansion act allows for up to $50 million of not previously obligated CTR funds to be used for threat reduction activities outside the former Soviet Union.  Stipulations of the act state that these funds cannot be taken predominately from one program under the CTR, but instead from a range of different programs.  Another stipulation is that funds may not be given as cash, but rather, in the form of goods, equipment, etc. to aid in programs.  This will help to ensure that funds are being used effectively and efficiently (Cooperative Threat Reduction Act of 2002 2002).

Progress of CTR


The CTR has made progress in responding to the issues discussed in this paper.  It is on the road to accomplishing many of its listed goals.  Each year, the CTR Program must submit an annual report to Congress.  The 2009 Fiscal Year submission details the progress of the CTR dated up to December 31, 2007.  The U.S. has not yet met all of its reduction goals.  That is not to say, however, that it has not made progress.  It would be a far stretch from the truth to claim that it has not.  So, in order to point out some of the important progress is the following breakdown of some of the major accomplishments:  Nuclear warheads deactivated: 7,260 of 13,300 (79% of goal); InterContinental Ballistic Missile Silos: 671 of 1,473 (79% of goal); Bombers eliminated: 155 of 233 (100% of goal); Nuclear Air-to-Surface Missiles destroyed: 906 of 906 (100% of goal); Nuclear test tunnels sealed: 194 of 194 (100% of goal) (The Cooperative Threat Reduction Annual Report to Congress 2009).  This breakdown illustrates that even though all goals have not been met, significant progress towards meeting those goals is still being made. 


These are not the only accomplishments the CTR program has made as of 2007.  CTR programs have begun construction on facilities that will serve as destruction areas for 5,400 tons of weapons holding nerve agents such as VX.  Also, nuclear weapons have been completely eliminated from nations such as Ukraine, Kazakhstan, and Belarus (Browder 2007).


Not only have programs under the Cooperative Threat Reduction Act decreased the stockpile of weapons left over in the former Soviet Union, but it has also increased security of those stockpiles that still exist.  CTR has aided many biological weapon stockpile sites in making upgrades that ensure higher safety and security measures.  It has also aided in cleaning up some of these sites (Browder 2007).  Annually, the Director of Central Intelligence releases a report to Congress detailing specific aspects of Russia’s nuclear facilities.  These aspects include: Russia’s ability to maintain any current nuclear military forces; Security of Russia’s nuclear facilities: civilian and military; Civilian nuclear facilities’ control and safety system reliability; Nuclear military forces’ command and control system/procedure reliability.


An annual report to Congress in 2004 concluded a number of things regarding the progress that has been made in terms of securing nuclear weapons and material facilities.  For instance, as a result of the aid provided to Russia through the Cooperative Threat Reduction programs, in 1999, 2000 and 2001, Russia had the means to increase security measures at nuclear weapons facilities.  This was in response to reports warning of a plausible terrorist attack on the country.  Without funds provided through the CTR, Russia could have seen an even more catastrophic terrorist attack than the United States experience in 2001.  Security measures have been increased dramatically in guarding nuclear weapons.  Although security is not ideal, officials believe that it is to a point where it would be far less likely to see an unauthorized or accidental use of Russian nuclear weapons than in previous years.  This is assuming, however, that the political situation in Russia remains stable (Annual Report to Congress on Safety and Security 2004).

Failures of CTR


Despite the progress the Cooperative Threat Reduction program has achieved over the years, it has also had a number of failures and set backs over the course of its life span. A CTR report to Congressional Committees details two very significant ones, in particular: The Heptyl Disposition Facility Project and The Votkinsk Facility Project.  These two failures cost the Department of Defense approximately $200 million of the Cooperative Threat Reduction Program’s allocated funding (U.S. Government Accountability Office 2005). 

In 1993, Russia requested that the United States provide aid through the Cooperative Threat Reduction Program to dispose of Heptyl.  Russia had been destroying ballistic missiles containing the fuel as required by arms control agreements.  The nation professed that its allocated facilities were already at their capacity.  To acquiesce, the Department of Defense allocated more than $95 million to build a facility over a ten year period in Krasnoyarsk.  In 2002, upon final steps in the facilities completion, though, the United States was informed that almost all of the left over Heptyl had been used in Russia’s space program.  As a result, the United States had to bear the burden, both financially and labor-wise, of dismantling this facility.  Not only did this project fail, but it took away from time and funds that could have been used to further the accomplishments of other projects (U.S. Government Accountability Office 2005). 

In the early 1990’s, Russia’s compliance with arms control agreements forced it to, again, request U.S. assistance through the Cooperative Threat Reduction Program.  This time, Russia needed help in destroying left over motors from missiles the nation had already dismantled.  The acquiescence of the United States led to a number of road blocks.  First, the Department of Defense planned to build a facility in Perm.  Local residents protested the location for environmental reasons.  As a result, the United States was forced to choose another location.  The second location was intended to be in Votkinsk, the same location of the Heptyl Disposition Facility.  Again, local residents opposed the facility for environmental reasons.  Upset with the obstacles they faced, Department of Defense officials were ensured by the Russian Aviation and Space Agency that land would be available within months.  As a result, the United States continued to plan and design the facility.  However, to the dismay of CTR officials, in 2003 the final location was also denied due to protests.  Again, nearly $100 million and ten years worth of time and work were spent in vain (U.S. Government Accountability Office 2005). 


Combined, these two project failures cost the CTR Program approximately $200 million and more than ten years of hard work.  Reasons for these failures stem from a lack of sufficient management which did not provide the necessary oversight, accountability, and transparency. 

Responding to Failures


In order to ensure such setbacks do not become a growing occurrence, a great deal of time has been spent on learning why they took occurred in the first place.  The general consensus has attributed these failures to problems in CTR program management.  As has been previously mentioned, a lack of proper management infrastructure leads to a lack of sufficient oversight and accountability.  The U.S. Government Accountability Office details how the Department of Defense has responded to these problems in its report to Congressional Committees.  The Department of Defense has approached five main issues to provide solutions.  The five areas are as follows: 1. program management, 2. risk assessment, 3. performance measurement, 4. ongoing program reviews, and 5. Communication (U.S. Government Accountability Office 2005). 

1. Program Management


Originally, AT&L
 was in charge of a number of areas within the CTR program, such as guiding how the implementation of projects would be initiated, ensuring that project objectives were met, and overseeing planning.  Unfortunately, the Department of Defense was forced to utilize Defense Threat Reduction Agency and Cooperative Threat Reduction policy personnel because of a lack of available AT&L officials to fill vital positions in the Cooperative Threat Reduction office.  These personnel lacked the necessary training and expertise in a number of areas, including project management, to be able to fulfill the job requirements of the positions they were given.  As a result, these AT&L positions remained vacant from 1998 through 2003.  After the project failures previously discussed, the Department of Defense filled AT&L vacancies with trained personnel far more qualified to fulfill the job requirements.  AT&L personnel have now taken an active role in each of the following areas to be discussed (U.S. Government Accountability Office 2005). 

2. Risk Assessments:


All projects within the CTR office are now separated into three segments by the Department of Defense and recurring meetings with stakeholders are now held to assess and reduce any risks.  Each project is assigned a manager by the DOD who evaluates any possible risks and contrasts them with the requirements set forth in the project outline.  This manager will also verify that assigned projects are on course to meet their goals before the project is given any further funding to continue.  Involved parties are now more aware of risks surrounding each CTR project.  Risks that are pointed out must now be reviewed and addressed by project managers (U.S. Government Accountability Office 2005). 

3. Performance Measurement:


In order to correct previous faults, the Department of Defense created and put forth new procedures in order to develop a reporting system that spells out CTR project goals.  Included in these reports are estimates of funds and schedules necessary for the completion of specific projects.  In order to aid in the success of this new performance measurement system,  CTR program and project managers are required to complete a new training course on how to most effectively meet goals, while budgeting funds (U.S. Government Accountability Office 2005). 

4. Ongoing Program Reviews:


CTR projects are now  reviewed by the Department of Defense in a streamlined new process involving regular meetings with all parties involved.  In these meetings, a previously designated manager provides oversight for the performance of specific projects. The project schedule, cost, and performance are all reviewed.  This review will decide if the project is being successful in all three areas listed above.  If so, it can continue to its next phase.  If not, corrective measures will be introduced to get the project back on course.  This new system has provided more accountability for CTR projects by providing more specific details on the progress of those projects to the management infrastructure.  (U.S. Government Accountability Office 2005). 

5. Communication


The new guidelines and policies implemented in the CTR program have provided more structured and consistent communication among the many Department of Defense offices.  This has been achieved through the use of e-mail on a daily basis.  Parties involved also report in writing on a weekly basis to discuss project progress, problems, or other issues that might arise.  Quarterly meetings are also utilized to further ensure all parties involved are within the line of communication.  These new requirements ensure efficiency and accountability among CTR offices.  This system allows for opportunities for all involved parties to learn about project developments and provide input on project implementation.  All CTR recipient countries
 involved in different projects are now clearly informed of their responsibilities and expectations through an improved external communications program enacted by the Department of Defense.  This system allows for more accountability by ensuring all parties involved are aware of their own responsibilities (U.S. Government Accountability Office 2005). 


Since these management issues were addressed, the solution strategies set up by the Department of Defense have begun to be implemented.  In the Cooperative Threat Reduction’s 2007 Annual Report to Congress, many of these changes were laid out.  According to the report, in 2005, 174 management teams began to take trips for the following purposes: to develop a set of project requirements; to begin negotiations for agreements, contracts, and arrangements; to supervise the performance of contractors; to address and solve any program concerns; and to ensure that Department of Defense equipment and material was utilized efficiently, effectively, and as intended.  In order for these processes to run as smoothly as possible, contractors that provide support for project management are required to write reports detailing the status of projects.  These reports are given to CTR program managers (The Cooperative Threat Reduction Annual Report to Congress 2007).


Raytheon Technical Services Company LLC, serving as an Integrated Service contractor for the CTR, conducts site visits where it investigates the inventory of equipment.  These investigations provide extra oversight in ensuring that equipment from the Department of Defense is being used for its intended purposes.  In 2005, these teams made 324 project trips where they conducted at least 2,522 maintenance procedures.  Their reports concluded that equipment and assistance were, in fact, being used for their intended purposes.  They made no reports of missing equipment or material (The Cooperative Threat Reduction Annual Report to Congress 2007).  


The implementation of these measures demonstrates the notion that the management structure of the CTR has been improving since the 2003 project failures. 

Overview


The Nunn-Lugar Cooperative Threat Reduction Program was created in response to a monumental event in the history of the modern world--the fall of the Soviet Union, a power that competed with the United States in building up its stockpile of nuclear, chemical, and biological weapons.  The collapse of this super power left the United States as a lone hegemony.  As such, the U.S. became responsible for aiding former Soviet States and those emerging in its place in reducing its stockpiles of weapons of mass destruction, eliminating materials and facilities that could be used to proliferate new weapons, and preventing these weapons from falling into the hands of rogue states and non-state actors.  


The U.S. did not hesitate to take on this responsibility.  Bearing an extreme financial burden over the course of the past eighteen years, through the CTR, it has worked towards meeting these goals.  Along the way, the U.S. has recognized a number of problems within the infrastructure of the program that have slowed its progress, in some cases even completely halting it.  Such was the case with two CTR projects: the Heptyl Disposition Facility Project and the Votkinsk Facility Project.  These two projects failed after nearly ten years of work, costing the program over $200 million. This caught the attention of key CTR and government officials, and resulted in an investigation into the reasons behind the failures.  This investigation concluded that  a poor CTR infrastructure led to slow progress of many projects and the complete failures of the two mentioned above.  This mismanagement provided an insufficient amount of accountability and oversight to ensure projects were plausible, they were meeting their goals, and resources were being used as intended.  Although these problems have been addressed, some even solved, it is still very important to continue to be critical of the program.  The government needs to look for ways to improve upon even those improvements which have already been made.


The CTR undoubtedly has significant problems, whether they be shortcomings within the management structure, a slow pace in meeting project goals, or complete project failures. These problems cannot be ignored.  They need to be addressed and solutions need to continue to be applied in order to improve the functioning and effectiveness of the program.  No one should overlook this reality.  But it is possible to be critical of the program, while still acknowledging its accomplishments and importance.  


Many critics of the program make the argument that such an extensive program is unnecessary--that it wastes valuable government resources such as time and money.  I argue the exact opposite.  The CTR is essential to furthering the security needs not only of the United States, but of the world.  September 11, 2001 was a horrific moment in the memory of all Americans.  That day, nearly 3,000 people lost their lives as a result of the actions of a very few--even more have lost their lives in the military conflicts that have ensued as a result of that day.  For Al Qaeda, this is a tremendous accomplishment.  Their goal is to maximize the loss of American lives.  Can we imagine how much more we would have suffered--how much more they would have celebrated--had they acquired the means to attack the U.S. with weapons of mass destruction instead?  I do not mean to credit projects under the CTR for keeping these weapons out of the hands of Al Qaeda.  I do, however, mean to point out that they would have had a greater likelihood of getting their hands on them had the CTR not been implemented. 



Unfortunately, we have no way of knowing how many attacks using nuclear, chemical, or biological weapons the CTR has prevented.  That is precisely the most difficult hurdle in attempting to account for its successes.  Because we have no way of really gauging the successful prevention of nuclear, chemical, or biological attacks, it is much easier for critics to claim it is unnecessary or ineffective.  We can only gauge the program’s success based on what we can account for: reductions in stockpiles of weapons; elimination of material and facilities used to proliferate new weapons; heightened security of stockpiles and facilities that still exist; and increased safety measures for the transportation of weapons materials.  CTR has made sufficient progress in these areas--even reaching many of its stated goals, and with new management infrastructure in place to provide more effective oversight, it should continue to make progress at an even faster rate.


Senator Sam Nunn stated that, “if terrorists gain access to nuclear, chemical, and biological weapons, they can destroy lives, destabilize economies, and change history,…we have an obligation to future generations to do everything we can to keep these most dangerous weapons out of the worlds most dangerous hands” (CSIS 2003).  Critics may be right; the cost of maintaining the Cooperative Threat Reduction Program is very high.  But the cost of failing to do so is even higher. 

Appendix One: Additional Programs by Objective
Objective One: 

· Chemical  Weapons Destruction Program: Funded through the Department of Defense, it is aimed at destroying stockpiles of chemical weapons and nerve agents within Russia.

· Strategic Nuclear Arms Elimination Program: Funded through Cooperative Threat Reduction Act, it is aimed at eliminating aircraft bombers and associated missiles in Ukraine.

· Weapons of Mass Destruction Infrastructure Elimination Program: aimed at breaking down the infrastructure at former nuclear weapons sites to ensure the prevention of further use of these facilities in Ukraine.
· Biological Threat Reduction Prevention Program: is aimed at preventing biological weapons from Kazakhstan, Uzbekistan, Georgia, Azerbaijan, and Ukraine from entering the hands of terrorists or failed states. 
Objective Two:

· Nuclear Weapons Storage Security Program: is aimed at providing more sufficient security measures at Russian storage sites for nuclear weapons.

· Nuclear Weapons Transportation Security Program: funded through the Department of Defense, it is aimed at raising security measures to ensure a more safe transport of nuclear weapons in Russia.

· Fissile Material Storage Facility Program: is aimed at providing facilities for weapons-grade fissile material to ensure safety, security, and environmentally friendly storage in Russia.
Objective Four:

· Defense and Military Contacts: works to improve upon and promote positive relations between the United States and former Soviet States.  It focuses on military, security, and defense issues to lead to greater stability and cooperation. 
* Source: “Cooperative Threat Reduction.” DTRA Link. Defense Threat Reduction Agency. 28 http://www.dtra.mil. 
Appendix Two: Nunn-Lugar Program Fiscal Year Funding 
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� FSU: Former Soviet Union 


� WMD: Weapons of Mass Destruction


� For additional CTR programs by objective, please view Appendix One. 


� For Nunn-Lugar program fiscal year funding graph, please view Appendix Two. 


� AT&L stands for Acquisition, Technology, and Logistics as it refers to the “office of the Deputy Assistant to the Secretary of Defense for Chemical Demilitarization and Threat Reduction within the Office of the Under Secretary of Defense for Acquisition, Technology, and Logistics” (“Cooperative Threat Reduction” 2005). 


� Primarily countries from former Soviet Union, but including those funded under CTR Expansion Act, also






